Information clause
concerning the processing of personal data within the video surveillance system

On May 25, 2018, Regulation (EU) 2016/679 of the European Parliament and of the Council of April 27, 2016, on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (OJ EU L of May 4, 2016, No. 119, p. 1), the so-called GDPR, which concerns the processing of personal data.
In accordance with Article 13(1) and (2) of the GDPR (hereinafter "GDPR"), we hereby inform you that:

	Basic information on the processing of personal data

	Data controller
	Saferoad Production sp. z o.o., with its registered office in Inowrocław,
ul. Marcinkowskiego 150, 88-100 Inowrocław (hereinafter referred to as "we," "Saferoad Production"). You can contact us in the following ways:
· by mail at the address provided above with the note "Personal Data"
· by e-mail: rodo.inowroclaw@saferoad.pl
· by phone: +48523575085
	Saferoad Pomerania Sp. z o.o.
with its registered office in Szczecin, ul. Stanisława Dubois 23, 71-610 Szczecin, (hereinafter referred to as "we",
"Saferoad Pomerania"). You can contact us in the following ways:
· by post to the address given above with the note "Personal data"
· by e-mail: biuro@saferoad.pl
· by phone: +48 914243700

	Purposes of processing and legal basis
	The information collected as a result of video surveillance is intended solely to increase work safety and enable the detection of behavior that is harmful to the company or exposes it to losses, and will not be used for any other purpose.
The legal basis for the operation of the video surveillance system using CCTV cameras on the premises of the workplace and around the workplace, and for the collection of data through it, is the legitimate interest of the Administrator - Article 6(1)(f) of the GDPR in terms of the necessity to ensure the safety of employees, protect property, control production, and keep confidential information whose disclosure could expose the employer to damage in reference to Article 22² of the Act of June 26, 1974, Labor Code.

	Data retention period
	Monitoring recordings will be stored until they are overwritten (depending on the size of the recordings) for 2 weeks and up to a maximum of 3 months.
In the event that video recordings from video surveillance
constitute evidence in proceedings conducted on the basis of legal provisions or the Data Controller becomes aware that they may constitute evidence in proceedings, the image recordings will be stored until the proceedings are legally concluded.
After the expiry of the above periods, unless separate provisions provide otherwise, video recordings obtained as a result of video surveillance
shall be destroyed.

	Data recipients
	Entities processing personal data on the basis of monitoring on behalf of Saferoad Production sp. z o.o. and Saferoad Pomerania Sp. z o.o.:
· authorized employees and associates of the Data Controller,
· entities cooperating with the Data Controller – in particular, IT system and IT service providers, as well as service providers supplying the Data Controller with technical, IT, and organizational solutions, whereby such entities process personal data
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	in accordance with the concluded personal data processing agreements and exclusively in accordance with our instructions,
· entities	authorized	to	do	on	the	generally applicable laws (e.g., the police, the prosecutor's office, courts).

	Rights related to data processing
	You have the following rights related to the processing of personal data:
· the right to access and rectify (correct) your personal data,
· the right to request the deletion of data,
· the right to request the restriction of the processing of your personal data,
· the right to request the transfer of your data to another controller,
· the right to object to processing, but only if further processing is not necessary for the Controller to fulfill a legal obligation and there are no other overriding legal grounds for processing.
To exercise the above rights, please send your request to the addresses indicated above in the information about the Data Controller.

	Right to lodge a complaint
to the supervisory authority
	You also have the right to lodge a complaint with the supervisory authority responsible for personal data protection, i.e. the President of the Personal Data Protection Office, ul. Stawki 2, 00-193 Warsaw, e-mail: kancelaria@uodo.gov.pl,
Hotline: 606-950-000.

	Automated
decision-making
	Your personal data will not be subject to automated decision-making, including decisions resulting from profiling.

	Obligation to provide
data
	Providing your personal data is voluntary, but necessary for staying on the premises covered by video surveillance.

	Transfer of data
outside the European
Economic Area
	Your personal data will not be transferred outside the European Economic Area (EEA).
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